
PRIVACY STATEMENT
CONTENT

1.	 Who is WAES?
2.	 What is personal data?
3.	 Which personal data does WAES process and for what purpose?
4.	 What rights do data subjects have?
5.	 When does WAES share personal data?
6.	 How long does WAES retain personal data?
7.	 How does WAES protect personal data?
8.	 What are cookies and other similar technical data?
9.	 How to contact WAES?
10.	 Notification of a suspected do confirmed security breach
11.	 Amendments to the privacy statement
12.	 Overview of the purposes of processing and the types of personal data processed

1. WHO IS WAES?
WAES Holding B.V. (Dutch Chamber of Commerce [KVK] no. 7051192731. Including
its subsidiaries (hereinafter referred to as: WAES). Is a business services provider specialised in consultancy services 
provided by highly qualified technical staff and flexible deployment of knowledge and capacity.

WAES takes the careful handling of personal data and data protection when providing its services very seriously and 
we comply with the applicable laws and regulations. WAES is responsible for processing personal data. As described 
in this privacy statement.  This privacy statement applies to current and future candidates, employees, representatives 
of corporate clients and users of the WAES websites.  This privacy statement explains what personal data is. Which 
data WAES processes, for what purpose.  And the way in which this is done. It also explains your rights as the data 
subject and how these can be exercised.

2. WHAT IS PERSONAL DATA?
Personal data means all information about an identified do identifiable natural person.  Such as contact details, 
curricula vitae ('CV'), and online identifiers. Sensitive personal data include, for example, data on racial or ethnic 
origin, religious or philosophical beliefs, trade union membership, political affiliation, sexual orientation, information 
concerning the state of health, criminal record or sexual behavior.

3. WHICH PERSONAL DATA DOES WAES PROCESS AND FOR WHAT PURPOSE?
We process personal data when searching for candidates and within the context of concluding employment 
agreements and other agreements. WAES may be legally obliged to process certain personal data, or we process 
personal data based on either a legitimate interest or the legitimate interest of another party. Such as a client.

We do not process sensitive personal data unless this is necessary and if there is a legal basis for WAES to do so.

4. WHAT RIGHTS DO DATA SUBJECTS HAVE?
WAES respects the rights of data subjects with regard to their personal data. Some rights can be exercised at all 
times: other rights can be exercised under certain conditions only. For example, we cannot grant the request of a 
data subject to delete its personal data if there is a legal obligation to retain that personal data for a certain period 
of time.

Data subjects can exercise the following rights:
•	 Right of access to personal data:
•	 Right of correction of personal data:
•	 Right to deletion of personal data:
•	 Right to restrictions on processing of personal data:
•	 Right to transfer of own personal data.

The aforementioned rights can only be exercised in respect of the personal data of the data subject and are, in some 
cases, subject to the basis on which they were collected. Data subjects are not allowed to exercise these rights in 
respect of the personal data of others.  WAES may request data subjects to provide additional identification in this 
regard.

Data subjects can contact WAES’s privacy officer by sending an e-mail to info@wearewaes.com or by calling +31 40 
30 32 150.

5. WHEN DOES WAES SHARE PERSONAL DATA?
Sharing within WAES
We only share personal data within the WAES organisation with employees authorised to access this data. All 
employees are subject to confidentiality.

Sharing within clients
WAES shares the personal data of candidates and employees with clients, when proposing candidates and employees 
to clients or potential clients. We use a WAES CV compiled by WAES employees based on job application data of data 



subjects.

Sharing with processors
We use processors that process personal data on behalf of WAES. WAES enters into data processing agreements with 
all processors of personal data to ensure that this proceeds as you would expect from us. We have made agreements 
about this in advance with the processors and will regularly monitor compliance.

Sharing with other responsible parties
WAES works with external parties that offer services whereby personal data can be exchanged. These are, for example, 
parties carrying out screening, providing training, or booking flights and/or hotels. We make agreements with these 
parties with regard to the careful handling of personal data.

WAES only discloses personal data at the request of the police and the authorities if there is a legal obligation to do 
so.

Does WAES transfer personal data outside of the European Economic Area (EEA)?
If WAES transfers personal data to external parties outside the EEA where a satisfactory level of protection is absent, 
we will continue to monitor the processing of personal data.

6. HOW LONG DOES WAES RETAIN PERSONAL DATA?
WAES does not retain personal data for longer than is necessary. In some cases, WAES is obliged to retain personal 
data for a longer period of time. For example, because of legal or tax obligations, after expiration of the retention 
period, or following successful deletion requests from data subjects. We delete the personal data from our systems.

WAES applies the following retention periods for the situations listed below:
•	 Recruitment via external sources: we will contact you within 30 days after you have been found by WAES 

to express our interest:
•	 Personal data of candidates who do not currently work for and have not worked for WAES in the past but 

who have expressed their interest in WAES: two years after the entry date of the personal data in WAES’s 
administration.

7. HOW DOES WAES PROTECT PERSONAL DATA?
WAES takes appropriate technical and organisational measures to protect the privacy of the data subjects and the 
confidentiality of their personal data.

Our infrastructure is constantly monitored by a by us selected ICT partner. Threats or attacks are being detected at an 
early stage and action will then be taken. WAES has policies and procedures in place for the timely reporting of data 
breaches. In addition, our infrastructure is scanned for viruses, malicious software and break-in attempts.

We have also safeguarded our systems to ensure that not everyone within the organisation has access to personal 
data. Access to your personal data is restricted to WAES employees for whom the processing of personal data is 
necessary in the performance of their duties.

You can contribute to the protection of your personal data by, for example, being careful when disclosing personal 
data when you respond to jobs and messages posted on social media by WAES. The information that is posted there 
may be public.

8. WHAT ARE COOKIES AND OTHER SIMILAR TECHNICAL DATA?
A cookie is a small file that is stored on the data subject’s computer. These cookies can be recognised during 
subseduent visits to the website.

Apart from cookies, we use other technical data on our websites, such as web statistics  to register  the use of our 
websites and visitor’s behaviour. This helps WAES to optimise its services.

9. HOW TO CONTACT WAES
If you have any questions about this privacy statement, please contact our office in Eindhoven (the Netherlands), by 
using the following contact details:

WAES
Zwaanstraat 31N 
5651 CA Eindhoven, the Netherlands
+31 40 30 32 150

The WAES privacy officer can be contacted via e-mail at info@wearewaes.com or by telephone on +31 40 30 32 150.

10. NOTIFICATION OF A SUSPECTED OR CONFIRMED SECURITY BREACH
In the event of a suspected or confirmed breach of personal data security, data subjects are requested to inform 
WAES as soon as possible via info@wearewaes.com stating ‘data breach’ in the email’s subject line.

11. AMENDMENTS TO THE PRIVACY STATEMENT
WAES is entitled to amend this privacy statement. Amendments will be published on the website.


